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Continued Commitment
to our customers

Implemented ZTA principles in our network:

e Policy Based User Equipment Access
to the network and its resources

e Encryption & Cryptographic Authentication
for communications between Network Functions
in the Software Based Architecture

e Rigorous Development Processes
for retail devices and network certification
security requirements

e NIST Cybersecurity Framework Alignment
for all Verizon security practices and processes

Link to white paper: Link to MSI Report:

https://solutionslab.vzw.com/document/

https://enterprise.verizon.com/resources/re
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First Principles for
Securing 5G white

paper

The design, deployment, operation and
innovation of secure 5G networks

White Paper, 5G, 5G Ultra Wideband, 5g Ultra
Wideband Security, Cybersecurity, 5g Security,
MEC, Edge

Verizon is leveraging the technological
capabilities of 5G to design, operate and innovate
the functions of its 5G network to provide best-
of-breed security that accounts for existing and
emerging threats.
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